Jouw geboortezorggegevens op het juiste moment, bij de juiste zorgverlener

Als zorgverlener wil je op elk moment toegang hebben tot de geboortezorggegevens van je cliént.
Voor veilige digitale uitwisseling van geboortezorggegevens tussen zorgverleners onderling en
met de cliént is er het landelijk programma Babyconnect. De geboortezorggegevens moeten
digitaal gepubliceerd en geraadpleegd kunnen worden met als doel dat de zorg van verschillende
zorgverleners voor moeder en kind(eren) naadloos op elkaar aansluit.

Algemene wet- en regelgeving

®  Vooreen goede behandeling of verzorging aan de cliént
zijn zorgverleners verplicht om gezondheidsgegevens
van hun cliénten vast te leggen in een (medisch)
dossier.

® Het is wettelijk verplicht om gezondheidsgegevens te
registreren in een dossier. Uitdrukkelijke toestemming
is hier niet voor nodig.

e  Zorgverleners moeten gezondheidsgegevens goed
beveiligen. In de NEN 7510 staat hoe zorgverleners
dat moeten doen.

WIST JE DAT ...

... je als zorgverlener via het uitwisselsysteem de cliént
moet informeren én toestemming moet vragen voor het
uitwisselen van geboortezorggegevens?

Als zorgverlener mag je alleen (geboortezorg)gegevens
digitaal uitwisselen met een digitaal systeem als de
cliént hierover geinformeerd is en zij hier uitdrukkelijke
toestemming* voor heeft gegeven. Mogelijk gebruik je als
zorgverlener meerdere elektronische uitwisselingsystemen
om gegevens te delen. En zul je per systeem om
toestemming moeten vragen voor gegevensuitwisseling
aan de cliént. Een landelijk toestemmingsvoorziening
(MITZ) waar de patiént toestemming vastlegt en beheert is
in ontwikkeling.

*Let op: In HiX kan nog geen toestemming vastgelegd worden voor

het delen van gegevens via de Babyconnect-koppeling. Daarom wordt
gewerkt met veronderstelde toestemming. De Babyconnect-koppeling
staat standaard bij alle cliénten uit. Het is goed om de cliént te vragen
om toestemming voordat je de koppeling activeert (via externe apps).
Vanaf het moment van activeren van de Babyconnect-koppeling kan de
zorgorganisatie gegevens uitwisselen met andere zorgverleners en gege-
vens van andere zorgverleners inzien via de HINQ-viewer. Indien gewenst
kan de uitwisseling via HiX ook weer gedeactiveerd worden.

. alle acties binnen het patiéntendossier en binnen
de viewer worden geregistreerd via het persoonlijke
account?

Alle acties van een zorgverlener worden vastgelegd in het
patiéntendossier (EPD) van een cliént. Een cliént heeft een

wettelijk recht om deze gegevens op te vragen. Ook heeft
de patiént het recht om op te vragen welke zorgverleners
er in het dossier hebben gekeken. Deze gegevens zijn via
de zorgverlener opvraagbaar bij de leverancier van het
patiéntendossier.

... de cliént een wettelijk recht heeft om haar medische
gegevens in te zien?

Als zorgverlener moet je inzage aan de cliént kunnen geven
in de (medische) gegevens van de cliént. Bij voorkeur
gebeurt dit digitaal via het portaal van de zorgorganisatie
of de persoonlijke gezondheidsomgeving (PGO) van de
cliént, zodat de cliént al haar gegevens van verschillende
zorgverleners op één plek kan inzien. Een cliént mag ook
een kopie van het volledige dossier opvragen bij jou als
zorgverlener.

de cliént een aanvraag kan doen bij haar
geboortezorgverlener om medische gegevens in haar
dossier te wijzigen (rectificeren)?
Als persoonsgegevens niet kloppen of niet compleet zijn,
kan de cliént een verzoek doen om hun gegevens in het
dossier te wijzigen. Dit is echter niet mogelijk als de cliént
het niet eens is met een indruk, mening of conclusie van
een zorgverlener. De cliént kan dan wel vragen om in
ieder geval hun schriftelijke mening aan het dossier toe te
voegen. Bekijk de website van AVG voor meer informatie
over rectificatie van (medische) gegevens.

de cliént een aanvraag kan doen bij haar
geboortezorgverlener om (medische) gegevens in haar
dossier te verwijderen?
Eerder gegeven toestemming intrekken of bezwaar maken
tegen het gebruik van de gegevens zijn voorbeelden van
redenen om als zorgorganisatie de (medische) gegevens
van een cliént te verwijderen. Bovendien zullen ook andere
organisaties die over deze gegevens beschikken dit moeten
verwijderen.

Bekijk de website van AVG voor meer informatie over het
verwijderen van (medische) gegevens.



https://www.nen.nl/zorg-welzijn/ict-in-de-zorg/informatiebeveiliging-in-de-zorg#:~:text=NEN%207510%20richt%20zich%20niet,als%20deze%20persoonlijke%20gezondheidsinformatie%20verwerken.
https://www.mitz-toestemming.nl/
https://www.pgo.nl/
https://www.autoriteitpersoonsgegevens.nl/themas/basis-avg/privacyrechten-avg/recht-op-rectificatie
https://www.autoriteitpersoonsgegevens.nl/themas/basis-avg/privacyrechten-avg/recht-op-gegevens-verwijderen

